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Recommendations for noting: 

The Committee is asked to note: 

 

1. The review and update of the Council’s fraud related policies and procedures: 

 

 Whistleblowing policy and procedure 

 Anti-fraud and corruption policy and procedure 

 Anti-money laundering policy and procedure 

 Raising fraud awareness guide  
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1.0 Purpose 

 

1.1 This report updates the Committee on the recent review of the Council’s fraud related 

policies. The review has seen the various policies and guides that were previously in 

place in these areas, combined into four documents, which have then been updated to 

reflect current best practice. 

 

2.0 Background 

 

2.1 The Council has historically had a number of policies, plans and guides on fraud 

related issues. These have been reviewed, combined into four key documents and 

updated to reflect current best practice. In particular the whistleblowing policy and 

procedure has been updated in line with the recently issued British Standards 

whistleblowing arrangements code of practice, and issues around the public 

interest. 

 

 The new documents are as follows: 

 

 Appendix A – Whistleblowing policy and procedure 

 Appendix B – Anti-fraud and corruption policy and procedure 

 Appendix C – Anti-money laundering policy and procedure 

 Appendix D – Raising fraud awareness guide 

 

Once reviewed by the Committee they will be widely promoted across the Council. 

 

3.0 Progress, options, discussion, etc. 

 

3.1 These policies and procedures will be reviewed on an annual basis by the Committee. 

  

4.0 Financial implications 

 

4.1 There are no financial implications arising from the recommendations in this report. 

(GE/25022014/U)  

 

5.0 Legal implications 

 

5.1 There are no legal implications arising from the recommendations in this report. 

(JH/24022014/H) 

 

6.0 Equalities implications 

 

6.1 There are no equalities implications arising from the recommendations in this report. 

 

7.0 Environmental implications 

 

7.1 There are no environmental implications arising from the recommendations in this report. 
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8.0 Human resources implications 

 

8.1 There are no human resources implications arising from the recommendations in this 

report. 

 

 

9.0 Corporate landlord implications 

 

9.1 There are no corporate landlord implications arising from the recommendations inn this 

report 

 

10.0 Schedule of background papers - None 
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Whistleblowing  

          Policy and Procedure 

 

Policy statement 

Every employer faces the risk that something will go badly wrong in their organisation and 
ought to welcome the opportunity to address it as early as possible. Whenever such a 
situation arises the first people to know of such a risk will usually be employees yet while 
these are the people best placed to speak up before damage is done, they often fear they 
have the most to lose if they do (otherwise known as “whistleblowing”). They may also feel 
that speaking up would be disloyal to their colleagues or to the Council and they may fear 
harassment or victimisation. In these circumstances it may be easier to ignore the concern 
rather than report what may just be a suspicion of malpractice.  

The Council is committed to the highest possible standards of openness, probity and 
accountability. In line with that commitment we actively encourage employees, and others 
that we deal with, who have serious concerns about any aspect of the Council’s work to come 
forward and voice those concerns.  

This document makes it clear that you can raise concerns without fear of victimisation, 
subsequent discrimination or disadvantage. This whistleblowing policy and procedure is 
intended to encourage and enable employees to raise serious concerns within the Council 
rather than overlooking a problem.  

 

Whistleblowing is the popular term used when someone who works in an organisation raises a 
concern that could threaten customers, colleagues, the public or the organisation’s own 
reputation. As an early warning system, whistleblowing can help alert employers to risks such 
as:  

 a danger in the workplace; 

 fraud in, or by the organisation; 

 offering, taking or soliciting bribes; 

 damage to the environment; 

 failure to comply with appropriate professional standards; 

 gross waste or mismanagement of funds; 

 serious misuse or abuse of authority; 

 misreporting performance data; or 

 neglect of people in care. 

 
Whistleblowing concerns as distinct from grievances 
Whistleblowing is where an employee has a concern about danger or illegality that has a public 
interest aspect to it. A grievance or private complaint is, by contrast, a dispute about the 
employee’s own employment position and has no additional public interest dimension. 
Therefore, any issues surrounding an employees’ own contracts of employment, bullying or 
harassment, should be raised under the existing Council policies for these issues (copies of 
which can be obtained on the Council’s intranet site). Where issues involve potential cases of 
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fraud, bribery or corruption, employees should also refer to the Council’s anti-fraud and 
corruption policy and procedure. 
 
Aims of this policy and procedure  
The aims of the whistleblowing policy and procedure are as follows:  

 To encourage employees to feel confident about raising concerns and to question and 
act on those concerns.  

 To provide ways for employees to receive feedback where appropriate on any action 
taken as a result.  

 To reassure employees that if they raise concerns in the public interest and reasonably 
believe them to be true (*known as a public interest disclosure), the Council will not 
tolerate any reprisal against an employee because they have raised a concern under the 
policy, and will treat any such reprisal as a disciplinary matter which might lead to 
dismissal. However, this assurance is not extended to those who maliciously raise a 
concern that they know is false, which is also considered a disciplinary matter. 

 To ensure that employees are aware of the options available to them if they are 
dissatisfied with the Council’s response.  

* No agreement made before, during or after employment, between an employee and the 
Council will preclude that employee from making a public interest disclosure. 
 
Who is covered by the policy and procedure? 
The Council’s whistleblowing policy and procedure applies equally to employees, Councillors, 
job applicants, volunteers, agency workers and Council contractors, suppliers and partners. 
 

Raising a concern 

 

While it is hoped this policy and procedure will reassure employees to raise concerns internally, 
the Council accepts that employees can safely contact an appropriate external body. Therefore, 
you may wish to, or benefit from, talking the matter through in confidence with such an external 
body. If so, independent and confidential advice is available through the organisation Public 
Concern at Work, who can be contacted as follows: 

 

Public Concern at Work 
3rd Floor 
Bank Chambers 
6 -10 Borough High Street 
London 
SE1 9QQ 
(Tel: 020 7404 6609) 
(www.pcaw.org.uk) 
 

 
 
Public Concern at Work is a whistleblowing charity that aims to 
protect society by encouraging workplace whistleblowing. 
They operate a free, confidential advice line for workers with 
whistleblowing dilemmas. 

 

If you decide to go ahead with raising a whistleblowing concern, the Council hopes that you will 
feel able to raise it with your line manager. Where you do not feel that is an option or a sensible 
course (for example because the issue may involve your manager), of if the concern has been 
raised locally but remains unaddressed, the concern can be safely raised at a higher level by 
using the Council’s confidential whistleblowing hotline:  

http://www.pcaw.org.uk/
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Whistleblowing hotline: (01902) 550550 

(24 hours a day, 7 days a week, answerphone out of office hours) 

 

 
Alternately, concerns can be raised directly with the following officers:  
 
Peter Farrow - Head of Audit Services  
Tel: (01902) 554460 
e-mail: peter.farrow@wolverhampton.gov.uk 

 
Wendy Trainor - Chief Legal Officer 
Tel: (01902) 554910 
e-mail: wendy.trainor@wolverhampton.gov.uk  
 
This policy and procedure is intended to provide you with an avenue within the Council to raise 
concerns. The Council hopes you will be satisfied with any action taken. If you are not, and if 
you feel it is right to take the matter outside the Council, the following may be useful contact 
points:  
 
Public Concern at Work (contact details above) 
 
The Council’s external auditors:  
PricewaterhouseCoopers (PwC) 
Cornwall Court 
19 Cornwall Street 
Birmingham 
B3 2DT 
(Tel: 0121 265 5000) 
 

Whilst anonymous allegations will be assessed and action taken where appropriate, it is much 
more difficult to properly investigate matters raised anonymously. The whistleblowing policy and 
procedure is designed to protect anyone raising concerns and individuals utilising the provisions 
of the policy are encouraged to identify themselves. Obviously, feedback relating to any 
investigation which has been undertaken can only be provided where contact details are known.  

 
How will the Council respond?  
Where a concern is raised, whether formally under the policy or not, the manager will listen 
carefully, avoid pre-judging the issue and decide whether it should be dealt with under the 
whistleblowing policy. 

Some concerns may be more suitable to be investigated and dealt with by managers through 
alternative Council procedures such as the disciplinary or grievance processes. Also, concerns 
or allegations which fall within the scope of other specific procedures (for example, child 
protection issues) will normally be referred for consideration under those procedures.  
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Where it is decided that it is a whistleblowing concern, and in all cases were a concern is raised 
formally (by invoking the policy), the manager should notify the head of audit services. A 
decision will then be taken between both parties, as to the most appropriate way, dependent 
upon how serious and urgent the risk is, in which way the concern can be investigated, for 
example an audit services investigation, other internal investigation, referral to the police or 
other external organisation.  

You will be told how and by whom your concern will be handled, and be given an estimate of 
how long any investigation will take.  

If you would like an update or feedback following the raising of your concern, you will be told, 
where appropriate the outcome of the investigation. However, due to the legal obligations of 
confidentiality the Council owes other employees, it might not be able to freely provide feedback 
on the outcome of any disciplinary action taken against another employee. 

The Council will respect confidentiality and your identity will be kept confidential if you request, 
unless disclosure is required by law. However, the Council cannot guarantee that others may 
not try to deduce (correctly or otherwise) your identity. If you are wrongly identified as having 
raised a concern, the protection offered to whistleblowers within the policy, will also apply to 
you. 
 
Reporting 
The Head of Audit Services will maintain a record of all key details of concerns raised under the 
whistleblowing policy and procedure and will report on whistleblowing concerns and their 
outcomes, as necessary to the Audit (Monitoring of Audit Investigations) Sub-Committee in 
accordance with the principles on confidentiality.  

In the event that a member of the Audit Sub-Committee is dissatisfied with any aspect of how 
the concern has been dealt with, the matter will be referred back to the main Audit Committee or 
the Council’s external auditors. 

 An annual report summarising activity undertaken under the Council’s whistleblowing policy 
and procedure will also be submitted to the Audit Committee. This report will include: 

 a record of the number and types of concerns raised and the outcomes of investigations; 

 feedback from individuals who have used the arrangements; 

 any complaints of victimisation; 

 any complaints of failures to maintain confidentiality; 

 a review of other existing reporting mechanisms, such as fraud, incident reporting or 
health and safety; 

 a review of other adverse incidents that could have been identified by staff (e.g. 
complaints, publicity or wrongdoing identified by third parties); 

 a review of any relevant litigation; and 

 a review of staff awareness, trust and confidence in the arrangements. 
 
Review of the whistleblowing policy and procedure 
The Council’s whistleblowing policy and procedure will be reviewed on an annual basis by the 
head of audit services and the Audit Committee to ensure that it remains up to date, fit for 
purpose and represents generally accepted good practice. 
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Anti- Fraud and Corruption 

Policy and Procedure 

 

 

Policy Statement 

Wolverhampton City Council is committed to creating and maintaining an environment where 
fraud, corruption and bribery will not be tolerated.  The Council operates a zero tolerance on 
fraud, corruption and bribery whereby all instances will be investigated and the perpetrator(s) 
will be dealt with in accordance with established policies. Action will be taken to recover all 
monies stolen from the Council.  Where appropriate arrangements will be made to ensure 
that such cases receive maximum publicity to deter potential fraudsters. 

 
Links to the Council’s corporate plan themes and aims 
One of the Council’s key corporate plan themes is to be a confident, capable Council. This is 
underpinned by a series of aims including improving value for money across all services and 
improving governance arrangements and internal controls. In order to achieve these aims it is 
important that a zero tolerance to fraud stance is taken, and the threat of fraud is 
acknowledged, any fraudulent practises are prevented, and where perpetrated are detected, 
investigated and wherever possible any loss of monies is recovered. These are the goals and 
intended outcomes of this Policy, and are based around those of the what was the National 
Fraud Authority’s ‘Fighting Fraud Locally Strategy’ of “Acknowledge”, “Prevent” and “Pursue”: 

 

 
 

 

1. Introduction 

 
The public are entitled to expect the Council to carry out its business with integrity, honesty and 
openness and to demand the highest standards of conduct from those working for it. This policy 
and procedure outlines the Council’s commitment to creating an anti-fraud culture and 
maintaining high professional and ethical standards. 
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What is Fraud? 
For the Council’s purpose fraud can be defined as the intentional distortion of financial 
statements or other records by persons internal or external to the Council which is carried out to 
conceal the misappropriation of assets or otherwise for gain (this covers theft, false accounting, 
bribery and corruption, deception, collusion, money laundering and identity theft). Examples of 
fraudulent activities include: 

 The offering, giving, soliciting or acceptance of an inducement or reward that may 
influence the actions taken by the authority, its members or officers 

 Destroying, defacing, concealing or falsifying any account, record or document 
required for an accounting purpose, with a view to personal gain or gain for another 
(including falsifying expenses claims and time records) 

 Theft of cash and Council assets/property 
 

Consequences of Fraud 
Where there are any incidents of fraud within the council, it carries several negative effects, not 
only for the Council, but also for the council’s partners, the public and Council employees. 
Negative effects include adverse publicity, loss of assets (anything from time to money), loss of 
morale, reduced performance and loss of trust. 
 
Culture 
The Council is committed to enhancing and actively promoting an anti-fraud and corruption 
culture where employees and the public can feel comfortable in voicing their concerns. 
 

2. Responsibility 

Who has responsibility for the detection of fraud, corruption and bribery within the 
Council? 
Everyone has a responsibility for identifying and reporting any suspected instances of fraud, 
corruption and bribery to their line manager or, if required, direct to the Assistant Director, 
Finance (Section 151 Officer) or Audit Services.  

Employees 
Employees are often the first line of defence in preventing fraud and are an integral part in 
quickly identifying fraud, corruption and bribery. All employees of the Council should be aware 
of their role and responsibilities as well as the policies/rules that they need to comply with, and 
the Council encourages any employee who suspects any irregularity to report it initially to their 
line manager, the Assistant Director, Finance (Section 151 Officer) or the head of audit as 
necessary. 

Senior officers 
It is the responsibility of each senior officer to establish the internal control regime for their 
service areas and to ensure that all activities carried out are efficient, effective and well ordered. 
The systems in place should ensure that if there is a breach it is promptly identified and the 
necessary action taken to minimise any potential loss. Senior officers should also foster an 
environment where employees can feel able to approach them with any concerns regarding 
suspected irregularities. Any such suspected irregularities brought to their attention, should be 
reported to the Assistant Director, Finance or the Head of Audit. 

Assistant Director, Finance (Section 151 Officer) 
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The Assistant Director, Finance has a statutory responsibility under Section 151 of the local 
government act to ensure that proper arrangements are made for the council’s financial affairs.  
Therefore, all frauds have to be reported to the S151 Officer, or their nominated officer 
(generally the head of audit). 

Head of Audit 
In accordance with the local government act the Council maintains an internal audit function, 
known as Audit Services. It is the responsibility of Audit Services to investigate any instances of 
possible fraud, corruption and bribery being perpetrated against the Council.   

The Head of Audit also has responsibility for administering the Council’s whistleblowing policy 
and procedure. Therefore, all incidents of whistleblowing, including those made anonymously, 
shall be reported or passed on, to the Head of Audit. 

Councillors 
Councillors have a responsibility as the duly elected representatives of Wolverhampton for 
ensuring that the assets and resources of the Council are protected from all forms of abuse 
(including fraud, corruption and bribery). 

External audit  
Independent external audit is an essential safeguard of the stewardship of public money.  Part 
of the role of external audit is to appraise the arrangements made by the Council to prevent and 
detect fraud, corruption and bribery. 

Suppliers, contractors and external organisations 
The Council expects all of its partners that it deals with to act with honesty and integrity. The 
Council will similarly act at all times on the same basis. 

Other related documents 
This document is not to be seen as the council’s sole document in relation to fraud, corruption 
and bribery, as such the following documents/processes have also been introduced by the 
Council to promote an anti fraud and corruption culture: 

 Fraud awareness guide 

 Financial procedure rules 

 Contracts procedure rules 

 Whistleblowing policy and procedure 

 Anti-money laundering policy 

 Fraud awareness training 

 Disciplinary procedures 

 Code of conduct for councillors  

 Code of conduct for employees 

 Clear and robust recruitment procedures 

 Clear lines of responsibility and accountability 
 

The Bribery Act 2010 
The Bribery Act defines bribery as “giving someone a financial or other advantage to encourage 
that person to perform their functions or activities improperly or to reward that person for having 
already done so”. There are four key offences under the act: 

 the giving or offering of a bribe 

 the request for, or acceptance of a bribe 

 bribing a foreign public official 



PUBLIC 
[NOT PROTECTIVELY MARKED] 

Report Pages  
Page 4 of 5 

 

 a corporate offence of failing to prevent bribery. 

The act supports the council’s principle of free and fair competition in contracting and 
procurement. 

Anyone who, in the course of Council business, becomes aware that a bribe has been 
requested, offered, given or accepted should report their suspicions promptly, in accordance 
with the processes set out in this document.  

Facilitation payments are considered bribes (payments to induce officials to perform routine 
functions they are otherwise obligated to perform). 

Genuine hospitality or similar business expenditure that is reasonable and proportionate is 
allowable by the act and the codes of conduct for councillors and employees, details what is 
acceptable.  

The penalties of committing an offence under the bribery act are up to 10 years imprisonment 
and an unlimited fine. 

 

Training 
The Council recognises that for a successful anti-fraud and corruption culture to be effective, 
suitable training should be available to all employees, and this will be provided through a variety 
of methods including seminars, on-line training and the production of helpful guides. 
 

3. Investigations 

Where someone knows, or suspects, that an irregularity or an instance of fraud, corruption or 
bribery is occurring, they should report it to their immediate line manager, or failing this the 
Assistant Director, Finance (Section 151 Officer), in effect this is passed on to the head of audit. 
Audit services shall, dependent upon the issue, prepare a response plan, carry out an 
investigation and report back appropriately.  

Each allegation and their subsequent outcome shall also be reported by audit services to the 
Audit Investigations Sub-Committee. In the event that a member of the Audit Sub-Committee is 
dissatisfied with any aspect of how the concern has been dealt with, the matter will be referred 
back to the main Audit Committee or the council’s external auditors. 

Referrals to the Police 
Decisions to refer a fraud, corruption or irregularity matter to the police will normally be taken by 
the Assistant Director, Finance or their nominee.  Notwithstanding any action taken by the 
police, the Council is committed to recovering any losses incurred as a result of fraudulent 
activity wherever possible.  This may include pursuing a civil action through the courts where 
this is deemed to be an appropriate course of action. 
 

4. Conclusions 

The Council maintains systems, procedures and guidelines that assist in the minimisation of 
fraud and corruption and will carry out a full investigation of any issues that arise. Such 
arrangements are regularly reviewed to ensure they are operating effectively and efficiently. 
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The Council, will wherever possible, publicise its continual commitment to establishing an anti-
fraud and corruption culture. 

This policy will be reviewed on an annual basis by the Head of Audit Services and the Audit 
Committee to ensure that it remains up to date, fit for purpose and represents generally 
accepted good practice. 

 

Useful contact details 

 

Anyone who has any concerns regarding the possibility of fraud, corruption or bribery taking 
place can contact the following:  

 

 

Fraud Hotline: (01902) 550550 

(24 hours a day, 7 days a week, answerphone out of office hours) 

 

 
Peter Farrow - Head of Audit Services  
Tel: (01902) 554460 
e-mail: peter.farrow@wolverhampton.gov.uk 
 
Mark Taylor - Assistant Director, Finance (S151 Officer) 
Tel: (01902) 556609 
e-mail: mark.taylor@wolverhampton.gov.uk 
 
Wendy Trainor - Chief Legal Officer 
Tel: (01902) 554910 
e-mail: wendy.trainor@wolverhampton.gov.uk  
 
The Council’s external auditors:  
PricewaterhouseCoopers (PwC) 
Cornwall Court 
19 Cornwall Street 
Birmingham 
B3 2DT 
(Tel: 0121 265 5000) 

 
Public Concern at Work 
3rd Floor 
Bank Chambers 
6 -10 Borough High Street 
London 
SE1 9QQ 
(Tel: 020 7404 6609) 
(www.pcaw.org.uk) 

http://www.pcaw.org.uk/
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       Anti-Money Laundering Policy 

and Procedure 

 

 

Introduction 

 
Money laundering is any process whereby funds derived from criminal activity are given the 
appearance of being legitimate. The Council must be alert to the possibility that attempts could 
be made to utilise funds obtained from criminal activity to pay for Council services. 

The Council is committed to preventing money laundering by having anti-money laundering 
systems in place to establish the legitimacy of the sources of income. 

This Anti-Money Laundering Policy makes it clear that it is extremely important that all 
employees are familiar with: 

 the legal responsibilities; 

 the serious criminal sanctions that may be imposed for breaches of the money 
laundering legislation; 

 the need to be vigilant and take appropriate steps to reduce the opportunities for 
breaches of the Money Laundering Regulations 2007 (the Regulations); 

 The key requirement to promptly report (disclose) any suspected money laundering 
activity to the Money Laundering Reporting Officer. 

 
Legal requirements 

The regulations set out detailed requirements for the Council to establish procedures to prevent 
its services being utilised for the purposes of money laundering. In addition, to adherence with 
the Regulations the Council must also comply with the Terrorism Act 2000 which makes it illegal 
to financially support money laundering for the purposes of terrorism. The Proceeds of Crime 
Act (POCA) 2002 further defines the offences of money laundering, creates mechanisms for 
investigating and recovering the proceeds of crime as well as placing an obligation on the 
Council and its employees to report suspected money laundering activities.  

 
What is money laundering? 

Money laundering is any process which is intended to use, control, hide or disguise monies or 
property which are the proceeds of ‘crime’. The primary money laundering offences are: 

 concealing, disguising, converting, transferring or removing criminal property from the UK 
(section 327 of POCA); 

 entering into or becoming concerned in an arrangement which you know or suspect 
facilitates the acquisition, retention, use or control of criminal property by or on behalf of 
another person (section 328 of POCA); 

 acquiring, using or possessing criminal property (section 329 of POCA); 

 becoming concerned in an arrangement facilitating concealment, removal from the 
jurisdiction, transfer to nominees or any other retention or control of terrorist property 
(section 18 of the Terrorist Act 2000). 
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There are also two secondary offences:  

 failure to disclose any of the primary offences; 

 tipping off the people suspected of being involved in money laundering, in such a way as 
to reduce the likelihood of them being investigated or prejudicing an investigation. 

 
Which service areas are affected by money laundering? 

The Money Laundering legislation defines ‘regulated activity’ as the provision ‘by way of 
business’ of advice about tax affairs, accounting services, treasury management, investment or 
other financial services, audit services, legal services, estate agency, services involving the 
formation, operation or arrangement of a company or trust or, dealing in goods wherever a 
transaction involves a payment of €15,000 (approx. £12,500) or more. 

To help prevent money laundering, cash payments (including notes, coin or travellers cheques 
in any currency) above £5,000 will not be accepted for any Council service. 
 
Establishing the identity of a customer (due diligence) 

Where the Council is carrying out certain ‘regulated activities’, extra care is required to confirm 
the identity of the customer. Documents, data or information obtained from reliable and 
independent sources should be checked – this is known as carrying out customer due diligence.  

However, if the answer to any of the following three questions is no then there is no need to 
carry out customer due diligence.  

 Is the service a regulated activity? 

 Is the Council charging for the service? 

 Is the service being provided to a customer other than a UK public authority? 

If the answer to any of the questions is yes then customer due diligence must be carried out 
before any business is undertaken with the customer. If there is uncertainty whether customer 
due diligence is required then advice must be obtained from the Money Laundering Reporting 
Officer. 

Due diligence can be used to evidence a customer’s identity by, for example: 

 checking with the customer’s website to confirm their business address 

 conducting an on-line search via Companies House to confirm the nature and business 
of the customer and confirm the identities of any directors 

 Conducting personal identity checks for example, requesting that the customer provide 
their current passport/driving licence, birth certificates 

In certain circumstances enhanced customer due diligence must be carried out, for example, 
where: 

 the customer has not been physically present for identification 

 the customer is a politically exposed person 

 there is a beneficial owner who is not the customer – a beneficial owner is any individual 
who holds more than 25% of the shares, voting rights or interest in a company, 
partnership or trust. 

If it is believed that enhanced customer due diligence is required then the Money Laundering 
Reporting Officer should be consulted prior to carrying it out. Customer due diligence should be 
completed for all relevant new customers and for existing customers, during the life of a 
business relationship, proportionate to the risk of money laundering and terrorist funding. 
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If, at any time, it is suspected that a client or customer for whom the Council is currently, or is 
planning to carry out a regulated activity with, is involved in  money laundering activities,  
terrorist financing, or has lied about their identity then this must be reported to the Money 
Laundering Reporting Officer. 

 
 

Reporting suspected cases of Money Laundering 

 
Where an employee or Councillor  knows or suspects that money laundering activity is 
taking/has taken place, or becomes concerned that their involvement in a matter may amount to 
a prohibited act under sections 327 to 329 of POCA, they must disclose this without delay or as 
soon as reasonably practicable to the Money Laundering Reporting Officer. Failure to report 
such activity may render the employee subject to prosecution and/or disciplinary action in 
accordance with the Council’s disciplinary policy. The procedure for disclosure is: 

 to complete a ‘Disclosure Report to the Money Laundering Reporting Officer’(using a 
standard form) to include as much detail as possible e.g. name, date of birth, address, 
company names, directorships, phone numbers, nature of the activity etc; 

 
The Council has appointed the following employee as the Money Laundering Reporting Officer 
(MLRO): 
 
Peter Farrow - Head of Audit Services  
Tel: (01902) 554460 
e-mail: peter.farrow@wolverhampton.gov.uk 
 
In the absence of the MLRO listed above, the following employee is authorised to deputise: 
 
Richard Morgan, Senior Audit Manager 
Tel: (01902) 555612 
e-mail: richard.morgan@wolverhampton.gov.uk 
 
Further advice on money laundering matters can also be obtained from:  
 
Mark Taylor – Assistant Director, Finance (S151 Officer) 
Tel: (01902) 556609 
e-mail: mark.taylor@wolverhampton.gov.uk 

 
Wendy Trainor - Chief Legal Officer 
Tel: (01902) 554910 
e-mail: wendy.trainor@wolverhampton.gov.uk  
 

Investigating and Reporting Money Laundering 

 
How will the Money Laundering Reporting Officer investigate a disclosure? 

The Money Laundering Reporting Officer will: 

 acknowledge receipt of the disclosure report; 

mailto:peter.farrow@wolverhampton.gov.uk
mailto:richard.morgan@wolverhampton.gov.uk
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 assess the information provided to make a judgment as to whether there are reasonable 
grounds for knowledge or suspicion of money laundering activities and; 

 prepare a Suspicious Activity Report to the National Crime Agency (NCA), where 
appropriate; 

 The employee or Councillor must follow any directions given by the Money Laundering 
Reporting Officer 

 The employee or councillor must cease all involvement in the transaction (not make any 
further enquiries into the matter themselves) unless or until consent is provided by the 
NCA.  

 The employee or Councillor must specify in the disclosure report if such consent is 
required to comply with any transaction deadlines. 

 Any necessary investigation will be undertaken by the NCA. Employees and Councillors 
will be required to co-operate with any subsequent money laundering investigation. 

 At no time and under no circumstances should the employee or Councillor voice any 
suspicions to the person(s) suspected of money laundering, even if the NCA has given 
consent to a particular transaction proceeding, without the specific consent of the Money 
Laundering Reporting Officer, otherwise a criminal offence of “tipping off” may be 
committed. 

 Where the Money Laundering Reporting Officer concludes that there are no reasonable 
grounds to suspect money laundering then they shall mark the disclosure report 
accordingly and give their consent for any ongoing or imminent transaction(s) to proceed. 

 All in-house disclosure reports and NCA Suspicious Activity Reports will be retained for a 
minimum of five years after the business relationship ends or an occasional transaction is 
completed. 

 

Record Keeping 
Each area of the Council which conducts relevant business must maintain suitable records of 
any completed due diligence checks and details of relevant transactions must be maintained for 
at least five years. This provides an audit trail and evidence for any subsequent investigation 
into money laundering, for example, distinguishing the client and the relevant transaction and 
recording in what form any funds were received or paid. In practice, the business units of the 
Council will be routinely making records of work carried out for clients in the course of normal 
business and these should suffice in this regard. 
 
Review of the Money Laundering Policy 
The Money Laundering Policy will be reviewed on an annual basis by the Head of Audit 
Services to ensure that it remains up to date, fit for purpose and represents generally 
acceptable good practice. 
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Raising Fraud Awareness  

– a guide for employees and managers 
 

Anti-Fraud and Corruption Policy Statement 

Wolverhampton City Council is committed to creating and maintaining an environment where 
fraud, corruption and bribery will not be tolerated.  The Council operates a zero tolerance on 
fraud, corruption and bribery whereby all instances will be investigated and the perpetrator(s) 
will be dealt with in accordance with established policies. Action will be taken to recover all 
monies stolen from the Council.  Where appropriate arrangements will be made to ensure 
that the case receives maximum publicity to deter potential fraudsters. 

 
Why you should read this 
All public sector organisations are at risk of, or affected by, fraudulent or corrupt activity. 
Everyone has a key role to play in deterring and tackling such abuse, as this guide explains. 
Apart from costing all of us as taxpayers millions of pounds each year, the reasons you should 
not ignore fraud and corruption are that it: 

• demoralises honest colleagues 

• strengthens bullies and incompetents 

• encourages others to behave in the same way 

• diverts precious resources from those who need it 

• undermines public and political confidence in public services 

• makes your job harder 

 
What is fraud? 
For the Council’s purpose fraud can be defined as the intentional distortion of financial 
statements or other records by persons internal or external to the Council which is carried out to 
conceal the misappropriation of assets or otherwise for gain (this covers theft, false accounting, 
bribery and corruption, deception, collusion, money laundering and identity theft). Examples of 
fraudulent activities include: 

 The offering, giving, soliciting or acceptance of an inducement or reward that may 
influence the actions taken by the authority, its members or officers 

 Destroying, defacing, concealing or falsifying any account, record or document required 
for an accounting purpose, with a view to personal gain or gain for another (including 
falsifying expenses claims and time records) 

 Theft of cash and Council assets/property 
 
How fraud occurs 
At least one of the four following basic elements, are usually found to be present when fraud 
occurs: 

 people are involved - they may be people or groups working inside or outside the 
Council 

 assets are at risk 

 intent/motive to commit the fraud is present 
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 opportunity 

Managers have a responsibility to ensure that the opportunities for fraud are minimised. While 
some people would never contemplate fraud, others may if they thought they could get away 
with it. A high chance of being caught will deter them. Opportunities to commit fraud will be 
reduced by ensuring that a sound system of internal control has been established and that it is 
functioning as intended.  
 
Example indicators of potential fraud in systems 

To spot fraud indicators in individual areas or activities it is important that accepted practices 
have been established for the area or activity under review - the following are examples of 
possible fraud indicators in a number of areas: 

 secretiveness or defensiveness 

 when an employee is on leave, the work is left until they return 

 annual leave not taken 

 regular long hours working 

 high staff turnover rates in key controlling functions 

 understaffing in key control areas 

 low staff morale/lack of career progression/weak management 

 lack of rotation of duties 

 inadequate or no segregation of duties 

 an employee's lifestyle is more affluent than would be expected from their 
employment 

 excessive variations to budgets or contracts 

 bank and ledger reconciliations are not maintained or cannot be balanced 

 excessive movements of cash or transactions between accounts 

 numerous adjustments or exceptions 

 key documents missing (e.g. invoices, contracts) 

 absence of controls and audit trails 

 inadequate monitoring to ensure that controls work as intended (periodic testing and 
evaluation) 

 consistent failures to correct major weaknesses in internal control 

 documentation that is photocopied or lacking essential information 

 duplicate payments 

 ‘ghost’ employees on the payroll 

 large payments to individuals 

 lack of senior management oversight 

 PO boxes as shipping addresses 

 defining needs in ways that can be met only by specific contractors 
 

Some do’s and dont’s for managers who suspect fraud 

do be open to staff concerns. We need to encourage staff to voice any genuine concerns. You 
should reassure staff that if they raise concerns with you that are in the public interest, they will 
be protected from victimisation or reprisal. If someone wishes to discuss a concern in 
confidence you should respect it, but tell them that there may be circumstances (for instance, 
where their evidence is needed in court) where the matter cannot be resolved unless their 
identity is revealed. 
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do note details. Get as much information as possible from the employee. If he or she has made 
notes, ask for a copy of these. In addition, note any documentary evidence that may exist to 
support the concern, but do not interfere with this evidence in any way. 

do evaluate the information objectively - Before you take the matter further, you need to 
determine whether any suspicions appear justified. Be objective when evaluating it. Consider 
the facts as they appear, based on the information you have to hand. 

do deal with the matter promptly. The sooner the problem is detected the sooner any damage 
caused can be repaired. 

don't approach or accuse any individuals directly. If the concern seems credible, don't 
accidentally tip-off a fraudster in case incriminating evidence could be destroyed. 

don't convey the concern to anyone other than someone with the proper authority. We have 
appointed and trained designated individuals able to deal with and help guide you on fraud 
matters. 

don't try to investigate the matter yourself. If the concern seems credible don't rush into 
investigating the matter yourself. Pass it on or discuss it as soon as possible with the person or 
body who has been given that responsibility. 

 

Some do’s and don’t’s for employees who suspect fraud 

do raise the matter. The sooner the problem is raised and looked into, the sooner any 
wrongdoing can be stopped and the sooner you, and others can be reassured things are in 
order. 

do pass on any reasonable suspicion to someone in authority. 

do remember key details. If possible, make a note of key details, such as what caused your 
suspicion, when things happened and who was involved. 

don't ignore it. If you are worried that some wrongdoing is happening at work, please don't keep 
it to yourself.  

don't investigate the matter. You may make matters worse if you do. It's your job to raise the 
concern, not to prove it. 

don't report your suspicions to someone who doesn't have proper authority. There are special 
rules surrounding the gathering of evidence for use particularly in criminal cases. Attempts to 
gather evidence by people who are unfamiliar with these rules can inadvertently destroy the 
case. 

don't delay. As you won't be asked to prove your concern, raise it when it's a concern. Don't 
wait for proof. 

 

Investigating suspected  fraud 

Audit Services normally investigate cases of suspected fraud as investigations must be well 
managed and carried out by staff trained in handling fraud and corruption investigations in order 
to result in the right outcome. There are special rules surrounding the gathering of evidence for 
use in criminal cases and any attempt to gather evidence by people who are unfamiliar with 
these rules may adversely affect the outcome of the case.  
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Your primary responsibility is to report the issue and all associated facts promptly and 
accurately to an appropriate person. You should then be prepared to co-operate as instructed in 
any subsequent investigation. 

 

 

Useful contact details 

Anyone who has any concerns regarding the possibility of fraud, corruption or bribery taking 
place can contact the following:  

 

 

Fraud Hotline: (01902) 550550 

(24 hours a day, 7 days a week, answerphone out of office hours) 

 

Peter Farrow - Head of Audit Services  
Tel: (01902) 554460 
e-mail: peter.farrow@wolverhampton.gov.uk 
 
Mark Taylor - Assistant Director, Finance (S151 Officer) 
Tel: (01902) 556609 
e-mail: mark.taylor@wolverhampton.gov.uk 
 
Wendy Trainor - Chief Legal Officer 
Tel: (01902) 554910 
e-mail: wendy.trainor@wolverhampton.gov.uk  
 

The Council’s external auditors:  
PricewaterhouseCoopers (PwC) 
Cornwall Court 
19 Cornwall Street 
Birmingham 
B3 2DT 
(Tel: 0121 265 5000) 
 

Public Concern at Work 
3rd Floor 
Bank Chambers 
6 -10 Borough High Street 
London 
SE1 9QQ 
(Tel: 020 7404 6609) 
(www.pcaw.org.uk) 

 

http://www.pcaw.org.uk/

